
Lavonna Hohimer
Security Consultant

lavonna.hohimer@gmail.com
(825) 098-9892
1234 Elm Street, New York, NY 
10001

Education
Bachelor of Science in 
Cybersecurity at University of 
Nebraska-Lincoln
Aug 2012 - May 2017

I have learned many skills while 
studying Bachelor of Science in 
Cybersecurity, including critical 
thinking, problem solving, and 
writing.

Links
linkedin.com/in/lavonnahohimer

Skills
Cybersecurity

Risk Management

Information Security

Data Protection

Access Control

Cryptography

Network Security

Languages
English

Bengali

Profile
I am a Security Consultant with over 5 years of experience in the industry. I 
have worked with some of the biggest names in the business and have gained a 
wealth of knowledge and expertise in security systems and procedures. I am now 
looking to use my skills and experience to help others improve their own security 
arrangements. I am confident that I can provide an effective service, tailored to each 
client's individual needs.

Employment History
Senior Security Consultant at Deloitte, NE
Jun 2022 - Present

• Negotiated and managed security contracts with vendors totaling $1.2M 
annually.

• Led a team of 4 security analysts in conducting annual risk assessments for 
300+ client systems.

• Implemented Security Information and Event Management (SIEM) solution 
that reduced incident response time by 50%.

• Authored company-wide acceptable use policy which was adopted by 95% of 
employees.

• Trained 200+ employees on data loss prevention best practices.
• Investigated and resolved 100+ incidents involving sensitive data leakage.

Security Consultant at , NE
Aug 2017 - Apr 2022

• Led a team of 4 security consultants in conducting a comprehensive security 
assessment for a large financial institution.

• Reviewed and updated the client's security policies and procedures, as well as 
their incident response plan.

• Conducted interviews with key personnel to identify gaps in knowledge or 
understanding ofSecurity protocols.

• O Made recommendations to improve employee awareness around social 
engineering attacks and phishing emails   o Created custom training materials 
specific to the client's industry vertical which were delivered to all employees.

• O Recommended changes to physical security controls, including access 
control measures and CCTV coverage    • Implemented an information 
classification scheme which helped the client better understand what data 
needed protection and how bestto protect it     • Drafted report detailing findings 
from assessments along with remediation steps for each finding      • Presented 
findings directly to the board of directors.

Certificates
Certified Information Systems Security Professional (CISSP)
Sep 2020

Certified Ethical Hacker (CEH)
Sep 2018
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