
Sharica Company
Systems Administrator

I am a systems administrator with over 4 years of experience. I have experience in Windows, Linux, and Mac OS X 
environments. I am familiar with networking concepts and have experience troubleshooting network issues. I am also 
proficient in using various tools to monitor system performance and identify potential issues. In addition, I have the 
ability to work independently or as part of a team to resolve technical problems efficiently.

sharica.company@gmail.com

(280) 742-0069

65432 W Sunset Blvd, Los 
Angeles, CA 90069

Education
Associate of Science in 

Computer Science at 
Arizona State University

Aug 2014 - May 2018

Some skills I've learned are 
programming languages such 

as Java and C++, as well as 
learning how to use IDEs such as 

Eclipse and NetBeans.

Links
linkedin.com/in/sharicacompany

Skills
Windows

Linux

Unix

Cisco

VMWare

Amazon Web Services (AWS)

Azure

Employment History
Senior Systems Administrator at Go Daddy, AZ
Mar 2022 - Present

• Implemented a monitoring system that increased uptime by 15%.
• Configured backups for the company’s servers, which reduced data 

loss by 50%.
• Wrote custom scripts to automate various tasks, saving the 

company 4 hours per week.
• Set up an intrusion detection system that prevented 2 attacks on the 

network.
• Trained junior administrators in best practices and troubleshooting 

techniques.
• Documented all procedures and created user manuals for new 

systems.

Systems Administrator at Intuit, AZ
Jul 2018 - Feb 2022

• Successfully installed and configured __(type of software)__ 
for __(number)__ users, which increased productivity by 
___(percentage or real number)___.

• Created and maintained system images for ___ (type of 
equipment)____, reducing setup time for new hires from ____ hours 
to ___ minutes.

• Monitored systems to identify potential issues before they became 
critical, saving the company an estimated _____ per year in 
downtime costs.

• Automated ____ processes using ______ , resulting in a savings of 
______ man-hours per week/month/year.

• Successfully implemented security measures that prevented _____ 
attacks and saved the company an estimated _____ in damages.

• Set up monitoring tools to track performance metrics and capacity 
planning, allowing the company to avoid costly upgrades by 
utilizing existing resources more efficiently.

Certificates
Certified Information Systems Security Professional (CISSP)
Jan 2021

Certified Ethical Hacker (CEH)
Aug 2019
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